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7. Introduction

The purpose of the project is to learn how to perform packet capturing and understand how it works. As we continue this project, we will understand and learn how security correlates with packet capturing.

1. Risk Analysis: Physical

Find proof of security compromises such as a strewn USB, written password, open and logged in computers unsupervised, etc.

1. Risk Analysis: Virtual

Utilizing different tools, perform packet capturing, etc. to find weak points in networks and other sources connected through Bluetooth, internet, etc. Utilize kali linux.

1. First understand what is a security risk assessment.  
   Answer three important questions:

* What are your organization’s critical information technology assets — that is, the data whose loss or exposure would have a major impact on your business operations? [8]
* What are the key business processes that utilize or require this information?[8]
* What threats could affect the ability of those business functions to operate?[8]

It is best to understand the underlying intention of these questions and process the information from observational methods such as being a spectator and witnessing risks that can be seen just from being in a 3rd person position. Utilization of the risk analysis chart can assist in this process.
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